Veritas Risk and Compliance Analyzer
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GDPR Compliance The truth in information.

What is it?

The Veritas Risk and Compliance Analyzer is a, free-for-use, compliance and classification

MONITOR

demonstration tool available and accessible from the Veritas.com website.
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What does it do? O, oA @]

SEARCH
The Veritas Risk and Compliance Analyzer allows the end-user to quickly and easily LOCATE the

existence of Personal Data within a defined set of files. The end-user is asked to submit a data set MINIMIZE

for analysis and the rest is fully automated. The data set will be classified and matched against

hundreds of potential Personal Data patterns. The analysis will be displayed live (see screenshot below).

Why do | need it / Why does my customer need
it?

The Analyzer can help in the following scenarios:

o Customer wants to understand how Veritas can help
65%

their GDPR compliance efforts in locating Personal Data.

Mest Commen File Types (Files ith Personsi Dets

o Sales teams want to demonstrate quickly and
impactfully how Veritas can aid compliance efforts in

locating Personal Data. This can help lead to conversations

around Veritas technology that contain this classification

technology — currently Enterprise Vault and Data Insight.

What is the output?

Risk and Compliance Assessment VEE'TAS
The Veritas Risk and Compliance Analyzer will produce an assessment-style 6D & persona ata it
report with details of the entire analysis (see screenshot on the right). The Analysis Summary
GOPR requires that organizations govern the use and storage of personal data. As organizations seek compliance they
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as the focus. This report is free to download however the end-user will be
Key Findings

prompted to enter some information about themselves before the download

of analyzed files contain potentially
personal data.
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understanding where personal data is being stored and
Very High Risk who has access to it.

of files with personal data are very high
or high risk.

7% GDPA requires that companies minimize the amount of
stored personal data by ensuring it & only kept for a
specific period of time (sccording 1o its reasan for being
collected).

of files with personal data are stale (not
modified in over cne year).
Files that have not been modified or accessed for some

How do | gain access to the tool?

You can access the tool at:

Veritas.com/RiskAnalyzer
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